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Autor/es: Atul Singh Arora (Université libre de Bruxelles , Atul.Singh.Arora@ulb.ac.be);
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Weak coin flipping is a two-party cryptographic primitive for which quantum computation
performs substantially better than classical computation. Weak coin flipping allows that two
remote, distrustful parties generate a random bit by following a communication protocol from
the distance. The bias of the protocol is the maximum deviation from a fair random bit, under
the assumptions that the two parties have known opposite, preferred bit-values and that at
least one of them honestly follows the protocol, while the other party may try to gain advantage
by cheating. Contrasting with classical computation, there exist quantum weak coin flipping
protocols realising arbitrary small bias [1]. The aim of the talk is to describe a numerical
algorithm [2] which computes the unitary quantum gates of the protocol based on abstract
solutions provided by so-called point-games.
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